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1
Decision/action requested

The group is asked to discuss and agree on the proposal.
2
References

[1] TR 28.804
"Telecommunication management; Study on tenancy concept in 5G networks and network slicing management"
[2] TS 28.533

"Management and orchestration; Architecture framework"
3
Rationale

In TR 28.804 [1] there are two options for share managed resources between different tenants. In TS 28.533 [2] EGMF as a management function provides exposure governance to one or more management service consumers. The behaviour and role of EGMF for the two options in TR 28.804 [1] should be investigated. For example, how EGMF can authorize and control a MnS consumer to access proper MnS in multiple tenant environment.
4
Detailed proposal

This document proposes to add the following text to TR 28.804 [1].

	1st change


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 28.530: "Management and orchestration; Concepts, use cases and requirements".
[3]
3GPP TS 28.531: "Management and orchestration; Provisioning".
[x] 
3GPP TS 28.533: "Management and orchestration; Architecture framework".
	2nd change


4.7.x
EGMF in multiple tenant environment
MnS consumers for tenant user (e.g. other operator, enterprise, 3rd party from vertical industry, etc.) should be able to consume management services exposed to them. Exposure Governance Management Function (EGMF) defined in TS 28.533 [x] applies exposure governance on exposed management services capabilities. 
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Figure 4.7.x-1: EGMF in multiple tenant environment

It is illustrated as Figure 4.7.x-1 that exposed management services can be consumed by MnS consumer instance. The MnS consumer should provide the identity information of the tenant when it access the MnS Producer. The EGMF should authenticate the identity information of the tenant and authorize the MnS consumer to access MnS. 

The EGMF may provide a profile of management capability scopes for tenant authorization support. The profile stores the authorized management capabilities for the tenant. EGMF may use OAuth2.0 to control the access of MnS according to the profile. Only the MnS Consumer representing the authorized tenants should be allowed to consume the MnS exposed by EGMF. 
Editor’s Note: The management capability discovery is not in the scope of tenancy study item. How to describe the authorized management capabilities for a tenant in the profile is FFS.
	End of changes
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